" BOWEN

<<first_name>> <<middle _name>> <<last name>> <<suffix>>
<<address 1>>

<<address 2>>

<<city>>, <<slale_province>> <<postal code>>

<<country >>

<<Date>> (Format: Month Day, Year)

Re: Notification of Data Security Incident
Dear <<first_name>> <<middle _name>> <<lasi_name>> <<suffix>>,

We are writing to inform you of a data security incident that may have involved some of your persenal information. Otis
R. Bowen Center for Human Services (“Bowen Center”) takes the privacy and security of your information very seriously.
This is why we are contacling you, offering you complimentary identity monitoring services, and informing you about
steps you can take to help protect your personal information.

What Happened? On January 28, 2020, we learned that the personal information of some of our patients and employees
contained in two employee email accounts was potentially exposed to an unauthorized user. This discovery was made
during the course of an ongoing independent digital forensics investigation. We conducted a thorough raview of the
information that may have been affected and completed our investigation to identify those individuals whose information
was potentially impacted. While we are unaware of any evidence indicating that anyone's information has been misused
as a result of this incident, we are providing this letter to you to inform you of the incident and provide steps you can take
to further protect your personal information.

What Information Was Involved? Based upon our investigation, the information may include your <<b2b tex! 1
(impacted Data)>>.

What We Are Doing. As soon as we discovered the incident, we completed the steps discussed above. In addition, we
have taken affirmative action to minimize the likelihood of a similar incident occurring in the future. This includes working
with leading cybersecurity experts to enhance the security of our digilal environment. We are also providing you with
information about steps that you can take to help protect your personal information. As an added precaution, we are
offering you complimentary identity monitoring services through Kroll for twelve months. Kroll is a global leader in risk
mitigation and response, and its team has extensive experience helping people who have sustained an unintentional
exposure of confidential data. Your free identity monitoring services include Credit Monitoring, Fraud Consultation, and
Identity Theft Restoration.

What You Can Do. You can follow the recommendations on the following page to help protect your personal information.
Also, while we do not believe anyone's information has been misused as a result of this incident, as a precautionary
measure lo safeguard your information, we encourage you to activate the identity monitoring services being offered at
no charge to you.

Visit https:/[[IDMonitoringURL] to activate and take advantage of your identity monitoring services.
You have until {Date] to activate your identity monitoring services.

Membership Number: _

Additional information describing your services is included with this letter.
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