





SAMPLE WEBSITE NOTIFICATION

fraudulent activity within your report and requests that the creditor contact you prior to
establishing any accounts in your name. To place a fraud alert on your credit report, contact any
of the three credit reporting agencies identified above. Additional information is available at
http://www.annualcreditreport.com. If you place a fraud alert with any of the three credit
reporting agencies, that agency will inform the other two. There are two types of fraud alerts: an
Initial Security Alert, which lasts 90 days, and an Extended Fraud Victim Alert, which lasts up to
seven years. You should work with the credit reporting agency to select the alert most
appropriate for you. If you select an extended alert, you will have to provide an identity theft
report. An identity theft report includes a copy of a report you have filed with a federal, state, or
local law enforcement agency, and additional information a consumer reporting agency may
require you to submit. For more detailed information about the identity theft report, visit
www.ftc.gov/idtheft/.

SECURITY FREEZE

In some US states, you have the right to put a security freeze on your credit file. The freeze will
prevent new credit from being opened in your name without the use of a PIN number that is
issued to you when you initiate the freeze. A security freeze is designed to prevent potential
creditors from accessing your credit report without your consent. As a result, using a security
freeze may interfere with or delay your ability to obtain credit. You must separately place a
security freeze on your credit file with each credit reporting agency. Additionally, if you request
a security freeze from a consumer reporting agency there may be a fee up to $5 to place, lift or
remove the security freeze. In order to place a security freeze, you may be required to provide
the consumer reporting agency with information that identifies you including your full name,
Social Security number, date of birth, current and previous addresses, a copy of your state-issued
identification card, and a recent utility bill, bank statement or insurance statement.

OBTAIN ADDITIONAL INFORMATION

You may wish to review the tips provided by the Federal Trade Commission on how to avoid
identity theft. For more information, please visit http://www.ftc.gov/idtheft or call 1-877-1D-
THEFT (877-438-4338). A copy of Taking Charge: What to Do if Your Identity is Stolen, a
comprehensive guide from the FTC to help you guard against and deal with identity theft, can be
found on the FTC's website at http://www.ftc.gov/bep/edu/pubs/consumer/idtheft/idt04.shtm.

If you are a NORTH CAROLINA resident: You may also wish to review information
provided by the North Carolina Attorney General’s Office on how to avoid identity theft. Their
website address is www.ncdoj.gov. Their toll-free number is 1-877-566-7226. Their mailing
address is North Carolina Attorney General’s Office, 9001 Mail Service Center, Raleigh, NC
27699-9001.
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BEYOND PIZZA

CICIS ALERTS CUSTOMERS OF DATA BREACH AT SOME LOCATIONS

Systems have been secured at all restaurants

COPPELL, Texas (July 19, 2016) — Cicis says that an ongoing investigation has revealed that
payment systems at a limited number of locations were infected by malware that may have been used
to expose guests’ payment card information. The malware has been removed, and a complete list of
affected restaurants is available here.

The company reports that in early March of 2016, it received reports from several of its restaurant
locations that point-of-sale systems were not working properly. The point-of-sale vendor immediately
began an investigation to asscss the problem and initiated heightened security measures. Aficr
matwatc was found on some point-of-sale systems, the company began a restaurant-by-restaurant
review and remediation, and retained a third-party cybersecurity firm, 403 Labs, to perform a forensic
analysis.

Additional details of the breach and dates of potential exposure are available at www.cicis.com/news.
Cicis has also established a dedicated, toll-free Privacy Line to answer guest questions at 877-220-
1388. Callers should use reference numbcn‘

“Our guests are our first priority at Cicis, and when we first lcarned of unusual activity in our system,
we took immediate action to investigate, root out and fix the problem, and enact further safety
measutes,” said Cicis CEO Darin Harris. “We want to reassure our guests that all malware has been
removed, and we will continue to monitor and improve our systems to protect their payment card
information.”

The company has notified the proper authorities in each state wherc stores were affected and will
work closely with law enforcement in their investigation into this cybererime.

The company encourages guests who used payment cards at the affected restaurants during the period
of potential exposure to monitor their payment card statements so they can immediately report any
unauthorized activity to their card issuer. Additional information on how consumers can protect
themselves is available at www.cicis.com/news and on the toll-free Privacy Linc.

About Cicis
Coppell, Texas-based Cicis has nearly 450 corporate and franchised buffet-stylc pizza restaurants in
33 states. For more information about Cicis, visit cicis.com or Faccbook.com/cicis.
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